
Immuta gives you granular, dynamic control of who accesses 

your data and why — without copying data or writing a single 

line of code. The result is instant self-service data with 

powerful security and oversight.

Immuta: The Automated 
 Data Governance Platform

About Us
Our founding team spent more than a decade working within 

the US intelligence community, tackling some of the most 

complex and sensitive data governance problems. In 2015, we 

founded Immuta to help organizations across a range of 

industries harness the value of their data, but in a way that 

preserves data privacy and security. Since then, we’ve raised 

$73M from investors who believe in our mission: to enable the 

legal and ethical use of data.

With offices in Maryland, Ohio, and Massachusetts, our team 

is dedicated to helping government and public organizations 

securely realize the full potential of their data. Immuta has 

been included on Fast Company’s list of the World’s 50 Most 

Innovative Companies and CB Insights’ Top Fintech 

Companies, among other recognitions.

Certifications
& Customers
Immuta is currently certified and in 

production on lowside and highside 

production environments within the 

DoD and IC.



Company Name

Immuta, Inc.

Address

115 Broad Street, 6th Floor, 

Boston, MA 02210

Point of Contact

Rohan Oswal, Director 

of Business Development

Phone Number

202-834-9263

Email Address

government@immuta.com

Business Size

Small

NAICS Code

541511

Socioeconomic Data

N/A

DUNS Number

079559235

Existing Contracting Vehicles

•  NASA SEWP 

•  GSA IT-70 (pending)

Web Page URL

https://www.immuta.com

Sensitive Data Discovery
Immuta automatically detects and tags sensitive data, reducing the risk of 
unauthorized data access and leaks, and enabling more efficient data 
classification and governance.

Active Data Catalog
Immuta acts as a centralized data platform that works across all your data 
sources to deliver secure, self-service data access without burdensome 
administrative overhead.

Data Access Control
Immuta’s dynamic attribute- and purpose-based access control capabilities 
are applied at query time, ensuring data consumers have access to the right 
data without requiring data teams to make copies or maintain complex user 
roles.

Dynamic Data Masking
Immuta allows organizations to compliantly leverage even the most sensitive 
data with privacy enhancing technologies like randomized response, 
differential privacy, and k-anonymization.

Auditing & Reporting
Immuta provides real-time insights into what data was accessed, by whom, 
when, and for what purpose from a unified audit plane, enabling transparency 
and accountability in federal, employment, and contractual regulation 
compliance.

Deployment Options
We believe all data should be protected, no matter where it resides. Immuta 
was architected to run anywhere as a fully containerized solution in the 
cloud, on prem, or both, to meet the varying needs of our customers.

Capabilities
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We invite you to spend 14 days exploring a 
fully-functional instance of Immuta, for free.
www.immuta.com/try


